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Purpose. Definition of the complex of formal and informal measures, the implementation of which requires enhancement
of an information security mechanism for innovation processes, the application of which contributes to the development of
intellectual capital of enterprises, improvement of employees knowledge, and activation of management processes.

Methodology. To achieve this goal we applied the theoretical generalization and systematization (for specification of
enterprises’ innovation investment pattern and significance of information security of innovation processes); theoretical
and methodological analysis and expert assessment (for determination of the measures intended to enhance the informa-
tion component of innovation and develop the mechanism on their basis); method of expert evaluations, induction and
deduction, analysis and synthesis (for determination of the results expected from the implementation of a range of formal
and informal activities).

Findings. Summarizing the role of the information security of the innovative processes at enterprises and determining
the measures for its enhancement, which suit the current trends in the information support of the industry innovation pro-
cesses and consider the motivational effect on the employees, the mechanism of strengthening the information component
of innovation has been developed.

Originality. The mechanism of enhancement of the information component of innovative development has been sub-
stantiated. It takes into account the improvement trends for information support of industrial innovative development
based on the use of investment resources.

Practical value. The mechanisms of enhancement of the information component of innovative development and the
recommendations on the use of cloud platforms for information storage, software development and information systems,
choice of reliable providers, formation of training programs for innovators, network expansion for Patent centres, integ-
ration of security and marketing teams for information-analytical work, insurance of career and education based on legi-
slative changes complying with applicable laws and regulation requirements and standards of the EU, can be used in the
enterprise management practice.
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Introduction. To revitalize the innovation development,
the process of attracting investments and their rational use
are becoming of great importance. As it is known, every
company has the right to attract and use investment resourc-
es. Whether the objectives of investment projects will be
achieved, whether real and financial assets will develop,
whether the innovative process will be supported etc. de-
pends on the investment level. Nevertheless, the process of
attracting investments becomes a priority for domestic enter-
prises; it has been studied in detail in the literature in terms
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of the economy, the impact of crisis and other negative phe-
nomena on it, virtual investment objects etc. Therefore, the
process of using investment resources and search for ways of
its improvement in terms of innovative development of the
national economy should be carefully examined.

Analysis of the recent research and publications.
The issues regarding innovative development have been
thoroughly investigated and processed in the publications
of domestic and foreign scientists. Among them are Pono-
marenko V.S., Grinyova V.N., Lyubimov V.I., Petro-
vich J.M., Feier O.V. and others. In particular, the scien-
tists studied areas of innovation development mechanism
and uses of investment resources etc.
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Works and studies in economics sometimes associate
investments with their implementation (though certain
publications have been devoted to the sale of investments
as a whole innovation mechanism), and investment activi-
ties are regarded as investment resources (investment) and
a set of practical actions to sell investment [1—10].

However, the functions of the state are divided into
further functions to attract (developing the state policy to
attract investment; participating in the international eco-
nomic cooperation, the work of international economic
and financial institutions to attract foreign investment,
international agreements on foreign investment, identi-
fying priority areas for structural and investment policies,
priority guidelines for investment, accounting information
on the investment sources, needs for their involvement,
direction and efficiency, creating favourable conditions
for investors in Ukraine, etc.) and to implement invest-
ments [2]. It does not allow confirming previous assump-
tions about the unity of investments and realization of in-
vestments.

Regarding the use of investments, at the state level
they are stimulated towards the following: developing un-
tapped scientific and technological potential as well as
knowledge based industries; increasing export potential of
enterprises; providing import substitution [2].

Companies, in turn, use the investment in capital con-
struction, the expanded reproduction of fixed assets (tech-
nical renovation, reconstruction and expansion of existing
businesses, new construction) and the development of so-
cial infrastructure. Investments in production help to im-
prove and stabilize the financial condition of the company,
to reequip its main production assets, to launch new con-
veyor production lines, to automate the enterprises, which
in general will help to reach a new level of production and
realize its innovative orientation.

If the company does not implement projects which re-
quire capital investment, one should deposit money (in-
vestment funds) in a reliable bank buy control of the
promising company, so that they can have a direct impact
on the performance of the company and guide its invest-
ments profitably. In this case, no attention is paid to the
development of innovative enterprises as promising direct
investment and its information support.

It is possible to consider the mechanism of investment
applying a functional approach. In this case, it will pro-
vide a set of actions for planning, organizing, motivating,
controlling and regulating investment activities carried
out in the form of investment projects. As Petrovich J. M.,
Feier O.V. state: “The current planning system covers
analysis, forecasting variants of socio-economic develop-
ment, development and realization of their goals™ [4]. The
authors consider planning a two-pronged process (the
management and prediction tool) in order to achieve the
desired results of investment projects.

Unsolved aspects of the problems. Since the use of
company investments (the mechanism, principles, featu-
res, lines etc.) is thoroughly investigated in the works by
many national and foreign scientists and economists, with
the purpose of reviving innovative development on this
basis, let us turn our attention to meeting certain terms for
fundamental and applied research, experimental work, in-
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novation diffusion, etc. through information support of in-
novation of enterprises.

Objectives. In accordance with the problem to improve
innovation processes, the article is to define measures and
establish mechanisms to enhance information component
of innovation through the use of investment resources.

The main material of the research. As we know,
information security is a state of no threat to the national
interests of Ukraine in the sphere of information, which
does not allow injuring the person, the society, and the
state through incomplete, untimely, unreliable informa-
tion; unauthorized dissemination and use of information;
negative information influence; negative effects of the
information technology operation [5]. Within the support
of industrial innovative development the information se-
curity warrants no threats to the information space.

In terms of innovation development, absence of threats
to the organization’s information space is important for en-
terprises (information security of the company). It directly
affects the performance of the enterprise’s innovation, since
not only innovation, but the information on it must be pro-
tected thoroughly. Let us consider this more detail.

With the implementation of innovative processes even
at the early stages there occurs dissemination of informa-
tion on the nature of the innovative ideas to third parties,
which is connected with the need to attract investors, to
resolve a problem of industrial use of innovation, etc. Fur-
thermore, within the innovation process disclosure of an
invention, trade secrets, information dissemination
through unprotected networks may occur, which inevita-
bly leads to a loss of competitive advantage. As a result,
one should expect lower economic turnover of intellectual
property, underestimation of assets, and decline in reputa-
tion, which often causes bankruptcy.

Despite the fact that the legislation protects the rights for
the innovation results, specific aspects (such as the primacy
of the invention) are difficult to prove under the current law.
In addition, as stated in [5]: “Ukrainian patents do not protect
the interests of investors in the international market, espe-
cially in the case of disputes and illegal use of intellectual
property.” There are several reasons for this: internal mis-
regulation of some legislative acts in the field of innovation,
their inconsistency with the EU legislation, the complexity
of the process of obtaining patents, trademarks, and copy-
rights, unavailability of patent rights centres, etc. [6]

Thus, information innovation is carried out in two di-
rections: legal protection of industrial and intellectual
property in the creation (design) and implementation of
innovative product (patenting, licensing, assessment, pro-
tection of draw-and-design documentation, technical de-
signs, technological, operational documentation, techno-
logy utilization, etc.) and data protection (organizational,
administrative, economic, etc. research and technical
information), concerning the state of progress of innova-
tive processes from its unauthorized (illegal) use [7].

Meanwhile, the innovation of the national industry is
adversely affected by the lack of information on both
innovation competition abroad and on possible markets
for the domestic innovation. So, innovative security as a
set of conditions conducive to an enterprise’s innovative
development can be enhanced as a result of information
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security of innovation. On the one hand, it is to protect
information on innovation of the national enterprises (to
protect innovative ideas); on the other hand, it is to ensure
proper awareness of participants in the innovation process.

While developing directions and specific measures to
improve information security of innovation, one should
consider the following features of the information system
of innovation:

- existing information systems which cover businesses,
customers, suppliers are inefficient in terms of innovation,
which leads to an increase in the number of contractors;

- the information system must cover all stages of inno-
vation and provide information on the special protection
of some of them (such as the stage of research);

- the information system in terms of innovation should
provide sufficient information for the diffusion of innova-
tion (to possess characteristics of the marketing informa-
tion system);

- the use of the innovative information system should
be adjusted to the processes of the enterprise’s risk man-
agement [8].

At the state level, these processes are within the juris-
diction of the newly created Committee on Information,
High and Information Technologies. Its competences in-
volve the protection of personal data and information,
electronic document management, and development of
high technologies. The State Agency for Science, Innova-
tion and Informatization of Ukraine (Ukraine SASII) with
the relevant departments also operate in this sphere.

Measures to improve the information security innova-
tion at the state level include the creation of the database
of investment and innovative programs and projects, inter-
national investment and innovation project; their imple-
mentation involves national state-owned enterprises with-
in the international innovation cooperation and relevant
grants (No. 278-14696 dated from 12.04.2008.), provid-
ing state guarantees for innovation, etc.

To provide information protection in terms of innova-
tion with the purpose of accelerating innovation and
achieving the outlined objectives of information security
of innovation development, the system of formal and in-
formal protection has been suggested. The formal protec-
tion involves tangible expression of methods of informa-
tion protection in the form of patents, copyrights, relevant
contracts (such as nondisclosure agreements), computer
programs,etc. Methods of the informal protection are
based on restrictions of staff participation in competitive
activities, work distribution and corresponding amounts
of information between employees, protection of know-
ledge management systems, etc.

Thus, the formal protection may include the establish-
ment of appropriate information systems. It should in-
clude the following components: the systems of document
management, WEB-content, archive, digital data manage-
ment and collaboration in communications [9]. The crea-
tion of Regional Innovation Information System of the
information protection that provides information in the
Internet incubators is a promising step in this direction.

In addition, the formal methods of protection should
be strengthened by using ‘cloud’ computing industries.
“Cloud” service is based on the third generation platform
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and provides storage of almost unlimited amounts of data
available online for personal and / or corporate use [10].

As part of the legislative modernization of the EU IT
sphere, modernization is foreseen by implementing ‘cloud’
services, which is enshrined in the strategy “Unleashing the
Potential of Cloud Computing in Europe”. It was approved
by the European Commission in September 2012 [10].

Within the national economy under the implementation
of Ukraine’s European integration processes, attention
should be paid to the development of the ‘cloud’ industry
and measures to protect personal data in its networks, in-
volving primarily the choice of a reliable provider.

In the area of the formal information security manage-
ment of innovation development, attention should also be
paid to the development of centres of the Patent Office at the
local level, for example, within industry associations, and
support of establishing links between them. It is also nece-
ssary to organize more training programs for innovators in
this field, for example, to teach them to conclude memo-
randums of understanding and agreements to avoid further
disputes over intellectual property rights [6]. To improve the
level of patent protection it is advisable to carry out reforms
in legislation and harmonize it with the EU regulations.

To develop the informal methods for improving informa-
tion security as part of security innovation development, it is
required to consider the following. On the one hand, the in-
formation which is important for the company and innovator
and is a trade secret should be protected from disclosure. On
the other hand, the knowledge medium should be protected
from barriers while transferring information and from noise
communication process while implementing innovations, etc.

As to the first direction, within each innovatively active
enterprise it is necessary to define the concepts of confiden-
tial information, a commercial, official secret. The latter dif-
fers in levels of inflicted loss as a result of the disclosure of
information and the appropriate level of responsibility for
such an act. Furthermore, enterprises define rules of dealing
with the appropriate documents which contain important
information and the circle of persons who will have access
to it. Typically, legitimate customers of trade secrets of en-
terprise are government organizations (the tax offices, law
enforcement, etc.) and service organizations (banks, ac-
counting firms, etc.). At the same time it is necessary to de-
velop a method of control of work with the documents. In
the practice of insurance companies, these measures belong
to the competences of the security services and marketing,
which carry information and analytical work together.

Particular attention should be paid to employees who are
prone to misuse of knowledge resources, violation of privacy,
disclosure of trade secrets, industrial espionage,etc. In addi-
tion, workers should be protected as carriers of knowledge,
which means considering the issue of information security
while selecting the staff and in the course of their work, tak-
ing protective measures regarding their career, educational
protection, etc. Examining the staff is associated with the
study of their documents when applying for a job, checking
the references and information in the summary, etc.

Career security provides promotion of the officer in the
organization according to the level of their competence
while educational protection provides effective threat pre-
vention within training and self-learning of the staff.
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Measures to reinforce the information component of
innovation through the use of investment resources are
shown in Fig. 1.

Measures to reinforce the information component
of innovation through the use of investment resources
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Fig. 1. Measures to reinforce the information component
of innovation through the use of investment resour-
ces

As generalization of recommendations on strengthe-
ning the information component of innovation through
the use of investment resources (Fig. 1), we should note
that both formal and informal methods have their draw-
backs. To enhance the innovative development based on
them, one should make use of (combination) both first
and second ones. The use of some of them belongs to the
functions of the company (they can be provided by
implementing technical and technological, economic,
organizational, cultural events in the company), and oth-
ers belong to competences of authorities (they were
mentioned above). This identified the need to develop
the mechanism of strengthening the information compo-
nent of innovative development (Fig. 2). It contains
three components: organizational, institutional and eco-
nomic ones. The first component includes innovation
coordinators (innovatively active enterprises, objects of
innovation infrastructure (technopolises, technological
parks, etc.), research organizations and educational in-
stitutions. It should be noted that the mechanism does
not reflect the recommended measures implemented by
businesses to strengthen the information component of
innovative development (for example, integration of se-
curity functions and reliable marketing or choice of pro-
viders) (Fig. 2).

The institutional component of the strengthening
mechanism for the information component of innovative
development includes regulatory support in the field of in-
novation and state administrative bodies on investment
activities (the Verkhovna Rada of Ukraine, the Cabinet of
Ministers of Ukraine, state, local governments, etc.). The
economic component of the mechanism provides the in-
novation development with the necessary resources and,
thus, includes the following financial institutions: venture
companies, investment funds and others. The interaction

The mechanism of strengthening

the information component of innovative development
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Fig. 2. The mechanism of strengthening the information component of innovative development — interaction within the
innovation environment with the purpose of strengthening the information component of innovative development
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of these components while implementing the mechanism
and within the innovation area will ensure achieving the
goal, i.e. strengthening the information component of in-
novative development (Fig. 2).

Conclusions and prospects of further development.
Thus, the attraction of necessary volume of investment re-
sources is essential for innovative development of the na-
tional economy. However, the process of selecting invest-
ment funds (or investment in any other form) does not
guarantee the effectiveness of their use. The effectiveness
of this process is influenced by many factors, among
which the proper information support for innovative pro-
cesses is the leading one.

The innovation performance is significantly affected
by the condition of absence of threats to the enterprise
information space, which does not protect the innovations
themselves, but the information on them from unauthor-
ized use.

To strengthen the information component of innova-
tion through the use of investment resources a set of for-
mal and informal measures (Fig. 1) could be recommend-
ed; their implementation contributes to the intellectual
capital, the increase in the level of knowledge on manage-
ment processes, etc. and constitutes the mechanism struc-
ture (Fig. 2). The formal measures include: the develop-
ment of software and information systems, the use of
‘cloud’ platforms for information storage, choice of reli-
able providers, formation of training programs for inno-
vators, network expansion of Patent centres, etc. The in-
formal measures are: verification of selection of person-
nel and their activities, career and education protection,
integration of security and marketing functions towards
the implementation of information-analytical work moti-
vation.

In further studies of the problem, it can be appropriate
to identify consideration of safe innovation development
while determining prices for innovative products at the
stage of defining its strategies and calculating the final
price.
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Merta. Bu3naueHHs KOMIUIEKCY (opMabHUX 1 He(op-
MaJIbHUX 3aXOJIB, sl peai3allii IKuX CJIiJl pEeKOMEHyBa-
TH MEXaHi3M HijcuieHHs iHdopmariinoi Oe3rnekn iHHO-
BaIIfHOTO TIpoOIECY, 0 3a0e3MeYNTh PO3BUTOK IHTEIEK-
TyaJbHOTO KAIliTady IIiIPUEMCTB, ITiIBUIICHHS pPiBHA
3HaHb NPAIiBHUKIB 1 IOXXBABJICHHS yIPaBIIHCHKUX IPO-
[IECIB y ILIIOMY.

Metoauka. Jljisi JOCATHEHHS NOCTAaBIEHOI METU Y
poOOTI BUKOPUCTAHE TEOPETHYHE y3araJbHEHHS Ta CH-
cTeMaru3ailisi (Uil YTOYHEHHsI HANpsIMiB BUKOPUCTAHHS
HiAMPUEMCTBAMH 1HBECTHII B yMOBaxX IHHOBALiIHOTO
PO3BHUTKY Ta 3HaueHHsI iH(pOpMaLiiiHOT Oe3neKy iIHHOBa-
HIHHUX TPOIECIB); TEOPETHKO-METONOJIOTIUHIH aHai3
Ta eKCIIepPTHE OLiHIOBaHHS (MpH (OpPMyBaHHI 3aXOAIB 3
MOCHUJICHHST 1H(OpPMAaIiiHOI CKJIaJ0BOI IHHOBaLIHHOTO
PO3BUTKY Ta PO3pOOJICHHS Ha IX OCHOBI MEXaHi3MYy); Me-
TOJ] €KCIIEPTHUX OIIHOK, IHAYKIIII Ta NeIyKIlii, aHaizy i
CUHTE3y (A7 BU3HAYCHHS OUYiKyBaHUX PE3YNBTATiB Bij
peadizarii KOMIUIEKCY pOpMabHUX i He(hOpMaTbHHX 3a-
XOZiB).

PesyasTaTH. Ha ocHOBI y3arampHeHHS poii iHpOp-
MaIliiHo1 Oe3neku y 3a0e3MneycHH] IHHOBAI[IHHUX TpO-
HeciB mignpueMcTBa Ta GOpMyBaHHS TPYIH 3aX0JiB 3 11
PO3BUTKY (OKpECIIeHi 3 ypaxyBaHHSIM Cy4aCHUX TCHJICH-
i B indopMariiHoMy 3a0e3TleucHHI IHHOBAI[IHHUX
MIPOIECiB MPOMHCIOBHX MiANPUEMCTB Ta MOTHBALIHHO-
rO BIUIMBY Ha iX IpamiBHUKIB), pO3pOOJICHO MeXaHi3M
mizcuiaeHHs 1H(opMaliifHo1 CKIa10BOi 1HHOBALIHHOTO
PO3BHTKY.

HaykoBa HoBu3Ha. HaykoBa HOBH3HA OTPUMaHHX pe-
3yJBTaTiB MOJSTAE B OOTpYHTYBaHHI MEXaHI3MY TIiICHIICH-
Hs iH(pOpPMAaLifHOI CKIaIOBOi IHHOBAI[ITHOTO PO3BUTKY,
0 c(hOpPMOBaHHUNA 3 ypaxyBaHHSM HAMpPSIMIB yIOCKOHA-
neHHst iH(opMmaliiiHoro 3abe3nedyeHHs IHHOBALIHHOTO
PO3BUTKY HPOMHCIOBOCTI Ha 3acajaX BUKOPUCTAHHS
IHBECTHIIHHUX PECypPCIB.

[pakTuyna 3HAYUMICTh. Y TPaAKTHII YHpaBIiHHS
MAPUEMCTBAMU MOKe OyTH BHUKOPUCTAHHHM MeXaHi3M
MiCHIICHHS 1H(QOpMAaNiiHOT CKJIJ0BOI 1HHOBALIITHOTO
PO3BHTKY, a TAKOX PEKOMEHJIAIlI] i3 3aCTOCYBaHHS ,,XMap-
HUX" IatdopM I 30epexeHHs iHpopMallii, PO3BUTKY
MIPOrpaMHOTO 3a0e3redeHHs Ta 1HPOPMAIIHHUX CHCTEM,
BHOOPY HAaIiifHUX TpoBaiinepiB, (OpMyBaHHS HpPOTpPaM
mpo¢eciitHOi MiATOTOBKM 1HHOBATOPIB, PO3MIHUPEHHS Me-
pexi [laTeHTHHX EeHTpiB, iHTerparii GpyHKmii ciyx0 6e3-
MeKH Ta MapKEeTHHTY B HampsiMi peamizaiii iHdopmariii-
HO-aHAJIITHYHOT POOOTH, 3aXUCTy Kap’€pU Ta OCBITHHOTO
3aXMCTy Ha OCHOBI 3aKOHOJABYMX 3MiH, IPUBEICHHS Y
BIJIMIOBITHICTh YMHHKX 3aKOHIB i HOPMAaTUBHUX aKTiB BU-
Moram i HopmaTtnBam €C.

KutiouoBi ciioBa: innosayitinuil po3eumox, Mexamiam,
iH(hopmayitina bes3nexa, ineecmuyii, ,xMapHi niamgop-
MU, nposatioepu, MOMUBYEAHHS

Heas. OmnpexneneHne komiuiekca GOpMaIbHBIX U He-
(opMaNBHBIX MEp, AJIsl peaIu3aliH KOTOPBIX CIIEIyeT pe-
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KOMEH/IOBATh YCHJINTh MEXaHU3M HH(OPMAIIMOHHON 0e3-
OINACHOCTH MHHOBAIIMOHHOI'O MpOLEcca, YTO 00eCHeYnuT
pa3BUTHE HMHTEUICKTYaJbHOTO KalUTala HpeINpHUsITHi,
TIOBBIIIIEHHE YPOBHS 3HAaHWH PAOOTHHKOB M OXKUBIICHHE
YIpPaBIEHYECKNX POLECCOB B [EJIOM.

Metoauka. [{ns qoCTHKEHUS MMOCTABJICHHOW 1IEJIA B
paboTe UCTIONB30BAHO TEOPETHIECKOE 0000IIEeHNE U CH-
cTeMaru3anus (JUis yTOYHEHHs HalpaBICHUH HCIIOIb30-
BaHMS MPEINPHUATUSIMUA HHBECTULMH B YCIIOBUAX HHHOBA-
[IMOHHOTO Pa3BUTHS M 3HAUYCHHE MH()OPMAIIMOHHOTO pa3-
BHUTHUS, a4 TAKXKC 6630HaCHOCTI/I HMHHOBAIITMOHHBIX ITPOLEC-
COB); TEOPETHKO-METOJIOJIOTUYECKUI aHaIN3 M 3KCIepT-
Hast oneHka (Tpu (OpMHUPOBAHUH HEOOXOANMBIX Mep I10
YCHWJIEHHIO NH(POPMALMOHHOM COCTaBIISIONIEH HHHOBAIH-
OHHOTO Pa3BHUTHSI U pa3padOTKa Ha UX OCHOBE MEXaHM3-
Ma); METOJ SKCIIEPTHBIX OIIEHOK, HHIYKIUH U JeTYKIUH,
aHaJIM3a M CHUHTE3a (VIS ONPECIICHUS OXKHIAEMBIX pe-
3yJIBTAaTOB OT peallu3alni KOMIUIEKca (POPMaTbHBIX U He-
(hopMaEHBIX Mep).

Pe3yabTaThl. Ha ocHOBE 00001IeHNS poin nHPOpMa-
LIMOHHOH 0€30I1aCHOCTH B 00€CIIEYEHNH NHHOBAIIMOHHBIX
MIPOIIECCOB MPEANPHUATHS B (POPMUPOBAHMS TPYIIHI Me-
pONpUSTHII 110 ee pa3BUTHIO (OYEPUYCHHBIE C YYETOM CO-
BPEMEHHBIX TEHJICHIMH B WH()OPMAaLMOHHOM obecrieye-
HUH WHHOBALMOHHBIX MPOLIECCOB MPOMBIIIJICHHBIX MPEa-
NPUATHH M1 MOTHBAIIMOHHOTO BO3JIEHCTBUS Ha UX paboT-
HHKOB), pa3paboTaH MeXaHNU3M YCHJICHHUS! HH(OPMAIHOH-
HOHM COCTaBIISIIOIICH HHHOBAIIMOHHOTO Pa3BUTHSI.

Hayuynass HoBu3HA. HayuHas HOBH3HA ITOJTy4YEHHBIX
PE3yIIBTaTOB 3aKJIIOYAETCsl B 000CHOBAaHUM MEXaHNU3Ma yCH-
JIeHns] THPOPMAITMOHHOM COCTABIISIONICH HHHOBAIIMOHHO-
TO Pa3BUTHUS, KOTOPBIH COPMUPOBAH C yd4ETOM HaIpaB-
JICHUH COBEPIICHCTBOBAHUS HH()OPMAIIMOHHOTO 0o0ecTiede-
HU MHHOBAITMOHHOTO PasBUTHUA MPOMBINUICHHOCTHU Ha OC-
HOBC UCIIOJIb30BaHUS MHBECTUIITUOHHBIX PECYPCOB.

IMpakTHyeckast 3HAYUMOCTB. B mpakruke yrpasie-
HUS TPEINPUSITUSIME MOXKET OBITh HCIOJIB30BaH MeXa-
HU3M YCHJICHHUS] THPOPMALMOHHOM COCTaBIISIONIEH HHHO-
BAIIMOHHOTO Pa3BHUTHS, a TAKKe PEKOMEHJAINU I10 TPH-
MEHEHHIO ,,00/1auHbIX* T1aT(opM At XpaHeHus: HHPOP-
MalllH, Pa3BUTHIO TPOTPAMMHOT0 olOectiedeHus: 1 HHPOp-
MalMOHHBIX CHCTEM, BBIOOPY HAIEXKHBIX IPOBAIIEpPOB,
(hopMHEpPOBAaHUIO TIPOTPaMM TPOPECCHOHATHHON ITOITO-
TOBKM MHHOBAaTOPOB, PACIINPEHNIO ceTH IIaTeHTHBIX LIeH-
TPOB, HHTETPANN (QYHKIHH CITy:KO O€30MaCHOCTH U Map-
KCTUHI'a B HAIIPaBJICHHUU pCaiu3alluiu I/IH(I)OpMaI_H/IOHHO-
AHAJIMTUYECKOM PabOoThI, 3alUThl Kaphepbl U 0Opa3oBa-
TEJILHOMN 3alllMThl HA OCHOBE 3aKOHOAATCJIBbHBIX H3MCHC-
HUM, IPUBEJICHUS B COOTBETCTBHE JCHCTBYIOIINX 3aKOHOB
Y HOPMaTHBHBIX aKTOB TpeOoBaHusIM U HopMaruBam EC.

KoaioueBble cioBa: unnosayuonnoe pazeumue, mexa-
HU3M, uHpoOpMayuonnas 0e3onacHoCmb, UHEECTNUYUL,
,,001aunble™ niamgopmul, nposaidepsl, MOMUBAYUs
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